
DriveLock
Automatic Encryption to USB Drives

In some scenarios it is important that any USB that is allowed in the organisation is
encrypted.
Should there already be data on this device you can have the option to format first
or automatically copy the data back onto the now encrypted device.

There are a number of settings that can be applied automatically or enforced.
Encryption Strength, Password Strength, Method to delete Securely, Password
recovery settings, Encryption user experience, End User restriction

These can be found within the Encryption area of your Policy:

Below is an example of the settings that can be commonly applied within some
environments.
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To discuss these options in details please feel free to contact us.
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